**Лаба 1**

**ФИО**

Непряхин А. C. (группа 6114-100503D)

**Topic**

Anonymization; K-Anonymity; Microaggregation

Описание предметной области

Данный топик охватывает исследования в области защиты конфиденциальности в интернете при помощи различных подходов, таких как K-Anonymity и Microaggregation. K-Anonymity измеряет вероятность использования конфиденциальных данных третьими лицами для извлечения личной информации. Microaggregation - метод статистического контроля раскрытия данных.

Недостаток (Gap)

В статьях подробно описывается получение методов защиты конфиденциальности(K-Anonymity и Microaggregation) при помощи различных формул и алгоритмов. Не хватает примеров применения данных методов на практике. Работают ли данные методы, есть ли преимущество данных методов от других существующих?

Идея

Применить данные методы для частной жизни, для крупных организаций(учебные, медицинские учреждения и т.д.); Проанализировать работоспособность и эффективность данных методов и сравнить с другими существующими методами.

**Краткий текст обзора**

В современном мире, в связи с интенсивным развитием технологий, всё больше интернет ресурсов запрашивают разрешение на использование конфиденциальной информации. Мошенники стремятся получить эти данные с помощью различных обманных способов. В связи с этим необходимо следовать правилам защиты конфиденциальности для предотвращения попадания ее к третьим лицам, так как они могут использовать информацию в личных целях с нанесением морального и физического вреда человеку, у которого были украдены данные. Существуют различные методы, с помощью которых можно безопасно делиться конфиденциальной информацией в интернет ресурсах. Среди них можно выделить методы K-Anonymity и Microaggregation, о которых рассказывается в текстах El Emam Khaled и Oganian. Наибольший всплеск публикаций по защите конфиденциальности был в период с 2001 по 2008 года. В статьях Meyerson и Sweeney, связанных с методами защиты личной информации подробно указываются формулы и алгоритмы, по которым создаются данные подходы. В статье автора Rubinstein рассказывается об анонимности в социальных сетях и возможном ущербе для личной жизни из-за неаккуратного взаимодействия с интернет ресурсами.

Несмотря на указание рисков автором Rubinstein, связанных с использованием интернет ресурсов и подробное описание получения методов защиты конфиденциальности, указанных авторами Bayardo и Agrawal, данным публикациям не хватает примеров использования данных подходов на практике. Литература не дает понять, эффективны ли указанные методы для предотвращения кражи личной информации. Для получения практического примера применения данных подходов, можно начать использовать их в частной жизни и в различных учреждениях, где необходимо обеспечивать защиту конфиденциальной информации, например в учебных и медицинских. Полученный опыт использования данных методов K-Anonymity и Microaggregation, о которых рассказывается в работах Friedman и Oganian, поможет в анализе их работоспособности и эффективности. Также, после использования указанных подходов на практике, появится возможность сравнить методы K-Anonymity и Microaggregation, о которых рассказывается в текстах El Emam Khaled и Domingo-Ferrer, с другими существующими методами защиты конфиденциальности, например с t-closeness или differential privacy.

Таким образом, благодаря проведенным мероприятиям, станет понятно, имеется ли смысл использовать методы защиты конфиденциальности K-Anonymity и Microaggregation, о которых рассказывается в текстах El Emam Khaled и Oganian.
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